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— Big data reference architecture — security and privacy fabric




TRIALOG Active in ISO/IEC JTC1/SC27 Standards

€ 20547-4 Big data reference architecture - IPEN member (ipen.trialog.com)
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4.1 Privacy engineering framework (Started in April 2015. Completed in April 2016)
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Additional guidelines <

Privacy Standards
for Smart Cities
Management oriented

Sharing chain oriented

Privacy Standards
for Big Data

Privacy Standards for loT
Supply chain oriented

General Privacy Standards
Privacy framework 29100
Privacy impact assessment 29134
Privacy engineering 27550 (new)
Code of practice 29151
Privacy Information management systems 27552 (new)
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